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 	 Policies and procedures regarding the collection, 

processing and storage of personal information

 	 Staff on-boarding and training procedures

 	 Contractual agreements with suppliers

 	 Bring-Your-Own-Device (BYOD) usage

 	 Data or device encryption capabilities

 	 Incident response communication plans around 

informing customers, clients and suppliers of a 

data breach

 	 Organisation’s marketing tactics and permission 

to use specific data

UNDERSTAND AND ADDRESS THE IMPACT OF THE 
PROTECTION OF PERSONAL INFORMATION ACT

Our Personal Information Management Services aims to identify your 
Protection of Personal Information Act (no 4 of 2013), also known as 
POPIA, readiness gaps and builds competence in addressing these risks 
efficiently and effectively. The team will help you prove your POPIA 
compliance to clients, auditors and the information regulator.

Refer to our Payment Card Industry (PCI) Compliance solution for information 
specific to protecting payment card data against loss and fraud.

WHAT IS AFFECTED BY POPIA?

DATA CLASSIFICATION GROUPS

PERSONAL INFORMATION MANAGEMENT SERVICES
Protection of Personal Information Act (POPIA) Assessments and Implementations

PRIORITISE YOUR COMPLIANCE 
EFFORTS WITH A POPIA 
READINESS ASSESSMENT

Know where and how POPIA impacts the 
business and how to address it. Contact our 
team for a POPIA Readiness Assessment

Training & 
Awareness

RemediationAssessment
IT Security 
Strategy

OUR POPIA COMPLIANCE FRAMEWORK
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WHO?
WHY?

WHEN?
HOW?

STORE
Where do 

we store the 
data?

How old is 
the data?

COLLECT
What data do we collect?
Do we have permission to 

collect the data?

DESTROY
When do 

we need to 
delete or 

destroy the 
data?

USE
How can we use the data?

Who in our supply chain also 
processes the data?

Incident 
Response

Monitoring
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